
With so-called two-factor authentification, a second, independent security component is requested in addition to
the first security component (generally a password) . This might be a code sent to your mobile phone or generated
directly on your device.

See also: Logging in (https://www.ebas.ch/en/glossary/logging-in/) , Authentification (https://www.ebas.ch/en/glossary/authen-
tification/)
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