
Contrary to phishing and pharming, session riding does not constitute a Man-in-the-Middle attack. Instead of di-
verting log-in information via an attacker, with session riding, any communication with a financial institution is ma-
nipulated straight on the victim’s device. To manipulate communications this way, malware which has infected a
user’s device is to blame.

See also: Malware (https://www.ebas.ch/en/glossary/malware/)
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