
A DDoS attack is a distributed attack on a company’s website or server. Many devices (mostly those which are part
of a bot net) bombard their target with innumerable requests during such an attack. The result: Due to overload, the
attacked website or server relents to the pressure and is no longer available, or only to a limited degree. Blackmail
attempts are frequently the reason behind DDoS attacks. If no payment is made, criminals will threaten to repeat
the attacks.

See also: Botnet (https://www.ebas.ch/en/glossary/botnet/)
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