
Is your organ ​i ​sa ​tion suf ​fi ​ciently secure? New legal require ​ments, a growing and ever more strongly net ​‐
worked IT com ​plexity, an increasing use of mobile tech ​nology, a move towards cloud use, plus organ ​ised
crime on the Internet – all these make secu ​rity, and above all IT secu ​rity, an absolute must. Take this
course to learn which steps and mea ​sures you can take to sig ​nif ​i ​cantly strengthen your organisation’s IT
security.

When a system fails, this can fre ​quently and rapidly lead to major con ​se ​quences, which may even threaten an
organisation’s exis ​tence (e. g. due to pro ​duc ​tion losses and resul ​tant lost turnover). Dis ​clo ​sure of sen ​si ​tive
infor ​ma ​tion can also have far-reaching con ​se ​quences for organ ​i ​sa ​tions (e. g. damage to their rep ​u ​ta ​tion); some ​‐
thing which they can only recover from with much effort and dif ​fi ​culty, if at all.

And it is not just large cor ​po ​ra ​tions which are tar ​geted in attacks, but very fre ​quently SMEs, too. It is these com ​‐
pa ​nies in par ​tic ​ular which often lack the time resources and pro ​fes ​sional com ​pe ​tence required enabling them
to prop ​erly deal with issues involving IT secu ​rity and data protection.

Course con ​tent
First part: Cur ​rent threats
Learn which kind of threats there are, based on cur ​rent inci ​dents and examples.

Second part: Steps and mea ​sures for increased IT secu ​rity and data protection
Learn which first steps and mea ​sures you can take to sig ​nif ​i ​cantly increase your organisation’s IT security.

After taking this course, you will be aware of cru ​cial dig ​ital threats and terms, and know the ini ​tial
mea ​sures to take for more IT secu ​rity in your organ ​i ​sa ​tion! Ask the right ques ​tions, in the right place!

Target groups and preconditions
C-level senior man ​age ​ment mem ​bers and people respon ​sible for IT, IT secu ​rity or data pro ​tec ​tion in your
organ ​i ​sa ​tion (e. g. senior man ​age ​ment, IT offi ​cers, IT secu ​rity offi ​cers, etc.).

No spe ​cific (tech ​nical) pre ​vious knowl ​edge required.

Facts
Dura ​tion: 2 ½ hours (including a break)

Mal ​ware, ran ​somware•
Social engi ​neering, phishing•

Which organ ​i ​sa ​tional mea ​sures to take?•
Which tech ​nical pro ​vi ​sions to (have) implement(ed)?•
What should employees do?•

Online course for SMEs
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Held: Online (using “Zoom”)

Costs
CHF 80.00

Courses will be invoiced about a week before the course date.

You can cancel your course free of charge up to two weeks before it takes place. After that time, the full amount
will fall due.

Course dates
Please note that you need a com ​puter (run ​ning Win ​dows or macOS) or tablet with Internet access and a
speaker to attend our online courses. You will receive instruc ​tions on how to use Zoom plus our course pre ​sen ​‐
ta ​tion in the post from us before the course.

In German
New course dates soon to be published!

Reg ​is ​tra ​tion
You will have to reg ​ister for this course! Please use the top button dis ​played next to the required course. Please
note you will be reg ​is ​tering on the Lucerne Uni ​ver ​sity of Applied Sci ​ences and Arts web ​site, i.e. you will be redi ​‐
rected there.

The number of par ​tic ​i ​pants is lim ​ited. We reserve the right to move course dates.

These dates don’t suit you? , and we will notify
you as soon as any new course dates are published.

They were organ ​ised and will be held by Lucerne School of Com ​puter Sci ​ence and Infor ​ma ​tion Technology.

In case of queries on this course, please use our .

Course overview
“eBanking – but secure!” offers a variety of other courses, too.
You can find our here.

Please enter your details here (https://www.ebas.ch/en/course-interest/) 

con ​tact form  (https://www.ebas.ch/en/contact/) 

course overview (https://www.ebas.ch/en/course-overview/) 

German lan ​guage only:
Infor ​ma ​tion ​ssicher ​heit ​shand ​buch für die Praxis
9/2021 Edi ​tion

If you take our course for SMEs, you can order this book at a 30% rebate, for just CHF 68.00 (plus ship ​ping) at
the same time!
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(https://www.sihb.ch)

www.sihb.ch (https://www.sihb.ch)
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