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Caution still urged with ransomware

Encryption Trojans are still as popular as ever, and many companies still consider them the higgest threat to
the digital world currently. And private individuals don’t escape this threat either and should therefore protect
themselves accordingly.

Increased activities involving the notorious “Emotet” botnet have been observed once more as currently as the end
of January. In the past, this has for instance been abused to distribute ransomware, before the prosecution authori-
ties managed to break it up.

The return of “Emotet” shows that we are not quite done with ransomware yet. In our article on Ransomware
(https://www.ebas.ch/en/ransomware-encryption-trojans/) , you can find out how to protect yourself.

(Source: https://www.heise.de/news/Emotet-Botnet-verstaerkt-Aktivitaeten-6340267.html (https://www.heise.de/
news/Emotet-Botnet-verstaerkt-Aktivitaeten-6340267.html) )
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