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Phishing without any links or documents – when phishers send you a faked website in the shape of a HTM- or
HTML-file as an attachment... We explain to you how you can recognise such an attack and protect yourself
against it.

You can find all information on Phishing attempts using websites in the attachment plus some basic information on
Phishing in our revised article on Phishing (https://www.ebas.ch/en/phishing/) .

Phishing attempts using websites in
the attachment
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